
Significant Hazard Section Control measures in place

Additional measures or actions not included in the column below should be put in the assessor’s
recommendations at the end of this document

The risk of pupils being drawn into
terrorism

Acceptable Use policies signed annually by pupils and staff.
All pupils and staff have individual logins for devices.
Pupils do not use devices unsupervised.
Behaviour, anti-bullying, online safety and safeguarding policies are up to date and followed
consistently throughout the school.
Curriculum teachers pupils how to calculate risk and how to keep themselves safe.
British Values promoted and encouraged throughout the curriculum.
RE, RHE, citizenship curriculums and assemblies highlight and promote diversity, tolerance,
political, social and religious topics.
Visitors/assembly speakers/workshop leaders sign a declaration describing the nature of
their visit and that it complies with all safeguarding/prevent regulations.

Leadership of Prevent Safer Recruitment and DBS procedures used for all staff, volunteer and governor
appointments.
Internet services supported by approved supplier, with compliance in security, firewalls and
filtering.
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Named SPOC for Prevent.
Headteacher and DSL receive regular updates/alerts from local policing teams and LA
safeguarding teams.
Headteacher or DSL attends termly county safeguarding update briefing.

Staff awareness / training for
Prevent

Preventing radicalisation is part of safeguarding policy and flowchart for procedure and
poster for behaviours to look out for displayed in the staffroom.
Prevent training is refreshed regularly for all staff, as is the Home Office Channel Awareness
training.
KCSIE training is annual for all staff and governors.
Staff understand what to do and who to contact for online safety incidents/concerns.
All staff have access to CPOMs system for reporting any behaviour concerns/incidents.
DSL/DDSLs monitor chronology on CPOMs to spot patterns in behaviour or potential risks of
being drawn into terrorism.

Signed: Headteacher/Head of Department: N Armstrong Date 29/11/24

The outcome of this assessment should be shared with the relevant staff
A copy of the completed assessment to be kept on file and copied to the Health & Safety Co-ordinator
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